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[bookmark: _Hlk514274591]1		Discussion
16 solutions for Key Issue 1 are currently agreed in the TR23.700-81
Table 1 – Solutions for Key Issue 1
	
	Key Issues

	Solutions
	1

	1
	X

	2
	X

	3
	X

	4
	X

	5
	X

	6
	X

	7
	X

	28
	X

	29
	X

	30
	X

	31
	X

	32
	X

	33
	X

	34
	X

	35
	X

	36
	X



The following table provides an evaluation of each solution. 
	
	Solution Evaluation

	Solutions
	Evaluation
	Impacts
	Editor’s Note to be addressed

	1
	Main Principle of Solution
AnLF uses multiple ML models from MTLF and selects the analytics output from the ML model that offers the best prediction.

Evaluation of Solution
Analytics accuracy is improved by comparing the analytic output of different ML Models. The solution relies on internal implementation of the AnLF to aggregate input from multiple ML Models. However, the AnLF in this scenario cannot determine the accuracy of an ML Model..
	-	Nnwdaf_MLModelProvision_Subscribe and Nnwdaf_MLModelInfo_Request are enhanced with an indication, inserted by the consumer, indicating whether the consumer supports multiple ML models for the same Analytics ID.
-	Nnwdaf_MLModelProvision_Notify and the response to Nnwdaf_MLModelInfo_Request are enhanced for supporting the provisioning of data related to multiple ML models for the same Analytics ID, including pairs of unique identifiers of the ML Model together with its corresponding ML Model information.
	Editor's note:	Who and how to create the unique identifier for ML model is FFS.
Editor's note:	How to resolve ML Model data privacy and improve the efficiency is FFS in case of the NWDAF containing MTLF providing all pairs of unique identifiers of the ML model and its corresponding ML model information.

	2
	Main Principle of Solution
Solution is applicable only for Service Experience analytics. The AF includes contribution weights in the data provided to the NWDAF to assist the NWDAF when calculating service experience predictions.
Evaluation of Solution
Requires the NWDAF to trust the information provided by the AF.

	AF:
-	Sends the "Service Experience Contribution Weight" when sending a notification in response to an Naf_EventExposure_Subscribe service invocation (Event ID = Service Experience information).
NWDAF:
-	Receives the "Service Experience Contribution Weight" when receiving a notification in response to an Naf_EventExposure_Subscribe service invocation (Event ID = Service Experience information).
	None

	3
	Main Principle of Solution
AnLF compares analytic output with real time data. Requests MTLF to retrain ML model if there is a drift in the analytic output.
Evaluation of Solution
Analytics accuracy is improved by the AnLF triggering the MTLF to retrain an ML Model. MTLF relies on the AnLF to re-train an ML Model. Solution impacts AnLF load.
	NWDAF(AnLF):
-	Collects data from corresponding data provider(s) to calculate the Accuracy in Use.
-	Sends the notifications to the NWDAF(MTLF) and consumer to inform the Accuracy in Use or MAE in Use has decreased.
NWDAF(MTLF):
-	Receives the notification that the Accuracy in Use or MAE in Use has decreased from NWDAF(AnLF) and re-trains the AI/ML Model.
NWDAF service Consumer:
-	Receives the notification that the Accuracy in Use or MAE in Use has decreased from NWDAF(AnLF) and stops using the analytics provided by the NWDAF(AnLF).
	Editor's note:	How the NWDAF(AnLF) determines the prediction is regarded as an incorrect prediction by comparing with the ground truth is FFS.

	4
	Main Principle of Solution
MTLF determines ML model drift by comparing data that were used to train the ML model with real time data. If there is a drift in the data MTLF retrains the ML model.
Optionally a consumer of analytics may provide feedback that triggers the MTLF to coompare historical data with real time data.
Evaluation of Solution
The solution allows the MTLF to determine if ML model requires re-training to improve analytics accuracy at the AnLF.
	-	MTLF: Identifying ML model drift by comparing historical data with real-time data.
-	Consumer of analytics: Providing feedback to AnLF/MTLF on an action taken.
	Editor's note:	The type of actions that the consumer can provide is FFS.

	5
	Main Principle of Solution
Options where AnLF determines analytics accuracy by comparing analytic output with real time data and the MTLF determining ML model accuracy by comparing historical with real time data.

Evaluation of Solution
As with solutions 3, 4
	NWDAF containing AnLF:
-	AnLF can measure the error between the provided analytics and actual data/events.
-	AnLF is able to store the events and data related to the provided analytics during the analytics target period in ADRF and to send ADRF information to the MTLF.
-	AnLF is able to store events and data used for generating an Analytics in ADRF and to send ADRF information to the MTLF.
NWDAF containing MTLF:
-	MTLF can measure differences between the trained data set for the provisioned ML model and the actual data/events.
-	MTLF should consider the errors on analytics, the differences between actual data/events and the trained data set, and/or the impact of the configuration updates, policy changes and various unexpected events to improve ML model provision services.
-	Some additional parameters will be added to Nnwdaf_MLModel_Provision_Subscribe/Notify service operation to support the procedure as described in clause 6.5.2.1.
NF:
-	In order to track the occurrence of changes on 5GS state, PCF supports new event ID (s), i.e. UE policy update, AM policy update, SM policy update for event exposure.
	None

	6
	Main Principle of Solution
Same principle as with Solution 3. 

Evaluation of Solution
Same principle as with Solution 3
	NWDAF containing AnLF:
-	Supports collecting the network data after the analytics consumer NF consumes the analytics.
-	Supports determining ML model performance.
-	Supports triggering further training of the ML Model based on the ML model performance.
NWDAF containing MTLF:
-	Supports further training of the ML Model based on the ML model performance.the unmatched application event.
	none

	7
	Main Principle of Solution
Solution proposes a new function (Trusted Rating Logical Function) that monitor and rates analytic output and trained ML models that is used by consumer to select an AnLF or MTLF.

Evaluation of Solution
The solution allows the consumer to select a best performing AnLF/MTLF NWDAF. 
Unclear what are the benefits given that all analytics consumers will select a best performing AnLF/MTLF impacting their load.
	None specified.
	Editor's note:	It is FFS how to rate the ML model and analytics.
.

	28
	Main Principle of Solution
A variation of solution 3 where the AnLF and the AnLF consumer (or a new NF) monitors the performance of the analytic output compared to realtime data.

Evaluation of Solution
Same as Solution 3.
	NWDAF:
-	Monitor the correctness of an analytics ID, calculating performance information of an analytics ID
-	Tracing correctness of an analytics ID and detect whether there is need for improvement of an Analytics ID
-	Decide and apply appropriate action for the improvement of an Analytics ID
-	Provide notification to the consumer of an analytics ID, when it is identified that an analytics ID is unstable or needs improvement.
Consumer NFs:
-	Indicate that the tracing of an analytics ID needs to be started, providing (optionally) information about the criteria of the correctness of the analytics ID.
-	Provide feedback to the NWDAF about the performance information of an analytics ID on the execution result (e.g. based on changes of relevant KPIs of the NF) of a decided action based on the effect of the predicted analytics ID.
Decision Enforcement NFs:
-	Provide feedback to the NWDAF or to the Consumer NF about the performance information of an analytics ID and the execution result (e.g. based on changes of relevant KPIs of the NF) of a decided action based on the effect of the predicted analytics ID.
	Editor's note:	The feedback details are FFS.
. Editor's note:	It is FFS what network information or status NWDAF is tracing and how?

	29
	Main Principle of Solution
MTLF subscribes to the AnLF to monitor the performance of an ML model. AnLF monitors ML models using the same procedures as in Solution 3.


Evaluation of Solution
Same as Solution 3.  MTLF does not react immediately after receiving feedback froma singl AnLF. It considers data from other AnLFs.  
	NWDAF containing AnLF:
-	New functionality for monitoring the degradation of an ML model and registering/unregistering the monitoring of an ML model using the Nnwdaf_MLModelMonitor_Register service operation.
-	New functionality for receiving subscription requests for monitoring the degradation of an ML model (Nwdaf_MLModelMonitor_Subscribe/Unsubscribe) and generating their corresponding notifications (Nnwdaf_MLModelMonitor_Notify).
-	Upon requesting the provisioning of an ML model, new functionality for receiving a notification with the ML model information containing the "degraded" indication in Nnwdaf_MLModelProvisioning_Notify request and response to Nnwdaf_MLModelInfo_Request.
NWDAF containing MTLF:
-	New functionality for registering/unregistering and storing NF ID of NFs which are monitoring of an ML model by receiving the Nnwdaf_MLModelMonitor_Register service operation.
-	New functionality for subscribing to notifications of the degradation of an ML model (Nnwdaf_MLModelMontior_Subscribe/Unsubscribe and Nnwdaf_MLModelMonitor_Notify).
-	New functionality for triggering an NWDAF containing MTLF action upon receiving information of the degradation of an ML model. Such actions may include, starting a procedure for re-training the degraded ML model.
-	New functionality for including a "degraded" indication in the ML model information, Nnwdaf_MLModelProvisioning_Notify request and response to Nnwdaf_MLModelInfo_Request.
	Editor's note:	It is FFS whether and how AnLF indicates its support of ML model monitoring during the ML model provisioning procedure

	30
	Main Principle of Solution
Re-uses aspects of Solution 1, 2, 3, 4, 5, 6.



	NWDAF containing MTLF:
-	Obtains by itself or from the AnLF the analytics correctness evaluation result for each model (e.g. Accuracy in Use or MAE in Use, etc.) and the corresponding model usage scope.
-	Stores the model information with the good enough performance and its corresponding model usage scope.
-	Provides the model information with good enough performance to the AnLF, based on the analytics ID, model filter information and model usage scope.
	

	31
	Main Principle of Solution
Solution proposes that NWDAF provides multiple prediction outputs from multimple ML models with the certain probability to the consumer NF, and then, the consumer NF takes an action which considers all the possible ground truth from multiple analytics outputs

Evaluation of Solution
Analytics Consumer requires aggregation functionality to aggregate multiple analytics output from NWDAF. Results in extra processing load at the analytics consumer.
	NWDAF:
-	NWDAF registers the capability to provide multiple analytics output to NRF.
-	In case prediction, NWDAF provides multiple analytics outputs with each probability in confidence field.
NF:
-	Analytics consumer NF decides an action based on multiple NWDAF analytics outputs.
	Editor's note:	It is FFS the maximum number of required analytics outputs can be achieved by Maximum number of objects in Analytics Reporting Information.

	32
	Main Principle of Solution
Same principle with Solution 29 where the MTLF subscribes for model performance monitoring from multiple AnLF
Evaluation of Solution
Same as solution 29

	NWDAF containing MTLF:
-	Subscribes to notifications of the trained ML model performance feedback information.
-	Uses the ML model performance data in the notifications as input data to perform analytics on the trained ML model performance, and decide whether or not to update the trained ML model based on the statistics and/or predictions of the ML model performance.
NWDAF containing AnLF:
-	Provides notifications of the trained ML model performance feedback information to the NWDAF containing MTLF.
	

	33
	Main Principle of Solution
NWDAF indicates to consumer correction information based on updated ML model information received from MTLF
Evaluation of Solution
Correction information is used by the consumer to adjust previous analytics results received from NWDAF
	NWDAF:
-	Support on maintaining provided analytics.
-	Support on generating correction information for the latest provided analytics.
Analytics consumer:
-	Support on providing requirement related to correction information in subscription information
	Editor's note:	The details of the format of the accuracy report are FFS.
Editor's note:	Whether and how the accuracy report from AnLF is provided to MTLF to improve the correctness of analytics is FFS.

	34
	Main Principle of Solution
Same principle as in Solution 33 with the difference that the NWDAF provides accuracy reports instead of correction information.
		NWDAF:
-	keeps collecting data after a prediction is made from corresponding data provider(s) to calculate the accuracy of such prediction;
-	generates accuracy reports to be sent to analytics consumers, upon their request;
-	NWDAF registers its measured accuracy (per Analytics ID) in its NF profile in NRF/UDM.
	Nnwdaf_AnalyticsSubscription service:
-	_subscribe service operation includes an Accuracy Report Required flag and additional filter informat ion related;
-	_notify service operation includes the Accuracy Report.
	

	35
	Main Principle of Solution
Support a new NF  (Analytics Area Type Properties Function) and a new analytics ID that monitors changes in the network environment that could affect the analytics output
Evaluation of Solution
Allows the NWDAF to determine whether ML model need to be re-trained due to changes in the network environment

	-	Introduction of the "Area monitoring analytics service" exposed by the Analytics Area Type Properties Function (AATPF.
NWDAF:
-	Support for additional parameters in the Nnwdaf_AnalyticsSubscription_Notify service operation.
NRF:
-	Support for additional parameters in the Nnrf_discovery service operations.
	

	36
	Main Principle of Solution
NWDAF (AnLF) decides if ML model requires re-training if a data source used for inference changes. 

Evaluation of Solution
Allows the AnLF to determine when ML Model requires re-training.
	-	Additional parameters ("data used for inference", "input data granularity", "target environment capacity requirements" and "requested accuracy") in the Nnwdaf_MLModelProvision_Subscribe and Nnwdaf_MLModelProvision_Notify service operations.
-	Additional parameters (data and data sources used for inference) in the Nnwdaf_AnalyticsSubscription_Notify service operation.
	



[bookmark: _Hlk108620670]The solutions can be sub-divided into solutions that propose the NWDAF (AnLF/MTLF) to determine the analytics accuracy, solutions where the analytics consumer receive feedback from NWDAF and solutions that improve the accuracy of analytics.
For the first category of solutions (NWDAF determining analytics accuracy), the solutions can be further sub-divided in the following categories:
-	Solutions proposing NWDAF (AnLF) to determine analytics accuracy (Solutions: 1, 3, 6, 28, 29, 32). Solutions can be further sub-divided in solution comparing analytic output with real-time data (i.e. "ground truth" based solutions 3, 6, 28, 29 and solutions where the AnLF uses multiple ML models to determine analytic output (aggregates ML Models) (Solutions 1, 32). Some solutions propose the MTLF to subscribe to AnLF for monitoring the performance of an ML model. 
-	Solutions proposing NWDAF (MTLF) to determine analytics accuracy by determining ML model drift (Solutions: 4, 36)
-	Solutions proposing utilising both AnLF/MTLF to determine analytics accuracy (Solutions 5, 30)
NOTE:	Some solutions also propose the consumer to provide an indication that an action was taken that may significantly change the network behaviour.
There are advantages and disadvantages whether the AnLF or MTLF determines the analytics accuracy. For example, processing impact on the AnLF is increased if the AnLF in addition to inference also compares analytics output with real-time data, and for the MTLF case the MTLF needs to track the data used for training the ML model and compare them with real-time data.
For the second category of solutions (analytics consumer determining analytics accuracy), the solutions can be further sub-divided in:
-	Solutions where the consumer compares multiple analyics output all the possible ground truth from multiple analytics outputs (Solution 31)
-	NWDAF reporting to consumer error in analytics output (Solution 33, 34)
The third category of solutions allows the NWDAF to determine if the analytics need correction (e.g. by updating the MLmodel). The solutions can be further sub-divided in:
-	Introducing a new NF to monitor changes in network environment that would require update of ML model (Solution 7, 35)
-	Data Producer providing weight factors to assist the NWDAF to determine how to use input data (Solution 2).

The following interim conclusions are proposed for the first category of solutions.
Proposed interim conclusion for NWDAF determining analytics accuracy:
-	MTLF determines analytics accuracy by either:
-	Determining ML model drift by comparing historical data used to train the ML Model with real-time data.
-	The MTLF stores the data that were used to train an ML model to the ADRF
-	When the MTLF is triggered to determine the accuracy of analytics the MTLF subscribes to retrieve updated data from the data sources corresponding to the Analytic ID of the ML model and evaluates if there is an ML model drift by comparing with historical data from the ADRF
-	The MTLF may also subscribe from the AnLF (or a new NF) to provide analytics accuracy information. The MTLF subscribes from the AnLF using a new SBI operation, including:
-	Analytic ID (of the ML model)
-	Analytics Accuracy Threshold indicating to the AnLF to report only if the Analytics accuracy crosses the threshold.
-	The AnLF (or new NF) determines analytics accuracy by comparing analytic output with real-time data.



2		Proposal
The following is proposed.
******************************** First change  *******************************
[bookmark: _Toc101366299][bookmark: _Toc104799382][bookmark: _Toc97269608][bookmark: _Toc50536656][bookmark: _Toc50575409]7	Overall Evaluation
Editor's note:	This clause will provide evaluation of different solutions.
Evaluation of solutions for KI#1:
The solutions can be sub-divided into solutions that propose the NWDAF (AnLF/MTLF) to determine the analytics accuracy, solutions where the analytics consumer receive feedback from NWDAF and solutions that improve the accuracy of analytics.
For the first category of solutions (NWDAF determining analytics accuracy), the solutions can be further sub-divided in the following categories:
-	Solutions proposing NWDAF (AnLF) to determine analytics accuracy (Solutions: 1, 3, 6, 28, 29, 32). Solutions can be further sub-divided in solution comparing analytic output with real-time data (i.e. "ground truth" based solutions 3, 6, 28, 29 and solutions where the AnLF uses multiple ML models to determine analytic output (aggregates ML Models) (Solutions 1, 32). Some solutions propose the MTLF to subscribe to AnLF for monitoring the performance of an ML model. 
-	Solutions proposing NWDAF (MTLF) to determine analytics accuracy by determining ML model drift (Solutions: 4, 36)
-	Solutions proposing utilising both AnLF/MTLF to determine analytics accuracy (Solutions 5, 30)
NOTE:	Some solutions also propose the consumer to provide an indication that an action was taken that may significantly change the network behaviour.
There are advantages and disadvantages whether the AnLF or MTLF determines the analytics accuracy. For example, processing impact on the AnLF is increased if the AnLF in addition to inference also compares analytics output with real-time data, and for the MTLF case the MTLF needs to track the data used for training the ML model and compare them with real-time data.
For the second category of solutions (analytics consumer determining analytics accuracy), the solutions can be further sub-divided in:
-	Solutions where the consumer compares multiple analyics output all the possible ground truth from multiple analytics outputs (Solution 31)
-	NWDAF reporting to consumer error in analytics output (Solution 33, 34)
The third category of solutions allows the NWDAF to determine if the analytics need correction (e.g. by updating the MLmodel). The solutions can be further sub-divided in:
-	Introducing a new NF to monitor changes in network environment that would require update of ML model (Solution 7, 35)
-	Data Producer providing weight factors to assist the NWDAF to determine how to use input data (Solution 2).
[bookmark: _Toc101366300][bookmark: _Toc104799383]8	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
Interim Conclusions for KI#1:
-	MTLF determines analytics accuracy by either:
-	Determining ML model drift by comparing historical data used to train the ML Model with real-time data.
-	The MTLF stores the data that were used to train an ML model to the ADRF.
-	When the MTLF is triggered to determine the accuracy of analytics the MTLF subscribes to retrieve updated data from the data sources corresponding to the Analytic ID of the ML model and evaluates if there is an ML model drift by comparing with historical data from the ADRF.
-	The MTLF may also subscribe from the AnLF (or a new NF) to provide analytics accuracy information. The MTLF subscribes from the AnLF using a new SBI operation, including:
-	Analytic ID (of the ML model)
-	Analytics Accuracy Threshold indicating to the AnLF to report only if the Analytics accuracy crosses the threshold.
-	The AnLF (or new NF) determines analytics accuracy by comparing analytic output with real-time data.




******************************** End of change *******************************
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